Pielikums 27.02.2024. lēmumam Nr.126., prot Nr.30.

**Aizsardzības ministrijai**

[NCC@mod.gov.lv](mailto:NCC@mod.gov.lv)

**Iesniegums juridiskās personas reģistrācijai**

**kiberdrošības kompetenču kopienas dalībnieku reģistrā**

Pamatojoties uz Eiropas Kiberdrošības kompetenču centra 2021.–2027. gada plānošanas perioda grantu vadības likuma 11. panta pirmo daļu, lūdzu reģistrēt Latvijas nacionālās kiberdrošības kompetenču kopienas dalībnieku reģistrā šādu juridisko personu (turpmāk – iesniedzējs):

|  |  |
| --- | --- |
| Iesniedzēja nosaukums: | **ZEMGALES PLĀNOŠANAS REĢIONS** |
| Juridiskais statuss (darbības forma): | Atvasināta publiska persona |
| Reģistrācijas Nr.: | 90002182529 |
| Juridiskā adrese: | Katoļu iela 2 B, Jelgava |
| Patiesā labuma guvējs(-i):  (juridiskās personas nosaukums un reģistrācijas Nr. vai fiziskās personas vārds, uzvārds un personas kods (vai, ja personas kods personai nav piešķirts – līdzvērtīgs identifikators (piemēram, dzimšanas dati)) | valsts |
| Kontaktinformācija (e-pasts, tālr. Nr.): | [zpr@zpr.gov.lv](mailto:zpr@zpr.gov.lv) |

Apliecinu, ka iesniedzējs spēj sniegt ieguldījumu Eiropas Kiberdrošības kompetenču centram un nacionālo koordinācijas centru tīklam Regulas 2021/887[[1]](#footnote-1) 3. pantā noteiktā pamatuzdevuma izpildē, un ka iesniedzējam ir lietpratība kiberdrošības jomā vismaz vienā no sekojošajām Regulas 2021/887 8. panta 3. punktā minētajām jomām (vajadzīgo atzīmēt):

|  |  |
| --- | --- |
| * akadēmiski jautājumi, pētniecība vai inovācija; |  |
| * industriālā vai produktu izstrāde; |  |
| * apmācība un izglītība; |  |
| * informācijas drošības vai incidentu reaģēšanas operācijas; |  |
| * ētika; |  |
| * oficiāla un tehniska standartizācija un specifikācijas. |  |

Par iesniedzēja kiberdrošības lietpratību iepriekš norādītajās jomās liecina sekojošie apsvērumi:

|  |
| --- |
| *Zemgales plānošanas reģiona (ZPR) pārstāvis ir Optiskā tīkla uzraudzības padomē un 2.4.1.2.i.*  *investīcijas “Platjoslas jeb ļoti augstas veiktspējas tīklu “pēdējās jūdzes” infrastruktūras*  *attīstība” atlases projektu iesniegumu vērtēšanas komisijā, kur tiek lemts par iespējām paplašināt reģiona pašvaldību interneta tīklus. ZPR , visas pašvaldības un to iestādes nodrošina datu aizsardzību saskaņā ar normatīvajiem aktiem. Jelgavā darbojas Digitālais centrs, kas optimizē resursus, veidojot vienotu informācijas tehnoloģiju attīstības stratēģiju visās pašvaldības iestādēs, ar mērķi pilsētā un arī reģionā ieviest dažādas viedās tehnoloģijas, kas ļaus efektīvāk sniegt pakalpojumus iedzīvotājiem.*  *ZPR ieviesis un ievieš pārrobežu projektus, kuros tiek apmācīti pašvaldību darbinieki drošības, tajā skaitā kiberdrošības jomā. Piemēram: Programmas: Latvijas – Lietuvas pārrobežu sadarbības programmas 2014-2020 ietvaros ieviests projekts: LLI-302 “Vietējo sabiedrisko drošības pakalpojumu efektivitātes un pieejamības uzlabošana Latvijas un Lietuvas pierobežā”, kura ietvaros tika veikta izpēte un izstrādāti risinājumi drošības situācijas uzlabošanai Latvijas – Lietuvas pierobežā, izstrādāts pasākumu plāns, kas ietver arī pasākumus kiberdrošības jautājumu risināšanai – pašvaldību speciālistu informētības uzlabošanu, apmācības.*  *Šobrīd tiek īstenots Eiropas Savienības Atveseļošanas un noturības mehānisma plāna investīcijas 3.1.1.2.i. projekts “Pašvaldību kapacitātes stiprināšana to darbības efektivitātes un kvalitātes uzlabošanai”, kura ietvaros tiek veikta pašvaldību darbinieku kapacitātes celšana arī datu drošības jautājumos.* |

Apliecinu, ka iepriekš sniegtā informācija ir patiesa, kā arī uz iesniedzēju neattiecas neviens no Regulas 2018/1046[[2]](#footnote-2) 136. pantā noteiktajiem izslēgšanas kritērijiem.

Zemgales plānošanas reģiona

attīstība padomes priekšsēdētājs A.OKMANIS

1. Eiropas Parlamenta un Padomes 2021. gada 20. maija Regula (ES) 2021/887, ar ko izveido Eiropas Industriālo, tehnoloģisko un pētniecisko kiberdrošības kompetenču centru un Nacionālo koordinācijas centru tīklu, pieejama: <http://data.europa.eu/eli/reg/2021/887/oj> [↑](#footnote-ref-1)
2. Eiropas Parlamenta un Padomes 2018. gada 18. jūlija Regula (ES, Euratom) 2018/1046 par finanšu noteikumiem, ko piemēro Savienības vispārējam budžetam, ar kuru groza Regulas (ES) Nr. 1296/2013, (ES) Nr. 1301/2013, (ES) Nr. 1303/2013, (ES) Nr. 1304/2013, (ES) Nr. 1309/2013, (ES) Nr. 1316/2013, (ES) Nr. 223/2014, (ES) Nr. 283/2014 un Lēmumu Nr. 541/2014/ES un atceļ Regulu (ES, Euratom) Nr. 966/2012, pieejama: <http://data.europa.eu/eli/reg/2018/1046/oj>

   Aizsardzības ministrija apstrādā iesniegumā norādītos personas datus, lai izpildītu uz Aizsardzības ministriju attiecināmu juridisku pienākumu, kas izriet no Regulas 2021/887 un Eiropas Kiberdrošības kompetenču centra 2021.–2027. gada plānošanas perioda grantu vadības likuma. Datu pārzinis ir Aizsardzības ministrija, reģ. nr. 90000022632, Kr. Valdemāra iela 10/12, Rīga, LV – 1473, tālrunis: 67335113, tīmekļa vietnes adrese: www.mod.gov.lv, elektroniskā pasta adrese: pasts@mod.gov.lv. Plašāka informācija par datu apstrādi Aizsardzības ministrijā ir pieejama: <https://www.mod.gov.lv/lv/privatuma-politika> [↑](#footnote-ref-2)